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Password Security Module Checklist

	
	Completed?

	Module Completion
	

	1. Completed ‘Password Security’ module.
	☐

	Increase Password Security
	

	1. I am not using any common passwords from the top passwords list.
	☐

	2. I am not using personal information as passwords (phone numbers, etc.)
	☐

	3. I have made all my passwords different from one another.
	☐

	4. I have changed any passwords someone in my life might know.
	☐

	5. I have made all of my passwords at least 16 characters and complex.
	☐

	6. I have checked to see if my passwords were compromised.
	☐

	7. I have changed passwords for any compromised accounts, and any accounts sharing that password.
	☐

	8. I have looked into password managers.
	☐

	9. I have enabled two-factor authentication on accounts where possible.
	☐

	Check Your Understanding
	

	Completed good vs. bad password table below
	☐
	Completed all of the questions below
	☐





	Password
	Good/Bad?
	Reasoning

	Password
	
	

	Dog
	
	

	!Tayl0rSw1ftf@n33
	
	

	12345678910
	
	

	$e5*saV1474!!!ty127
	
	

	5555555555555555555
	
	

	!Giantbluepuppy1999
	
	

	Thisisveryverylong
	
	

	9124952167383825252
	
	

	Password123456789
	
	

	Ir0n%%M@n20072020#
	
	



1. Why should passwords be complex?
	



2. Why should passwords be long?
	



3. What is a password manager?
	





4. What is two-factor authentication?
	



5. List some examples of two-factor authentication?
	



6. Why do I need different passwords for each account/service?
	


7. If you have any other comments about the module, or want to discuss what you learned, please leave feedback here.
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