**Phishing Module Checklist**

|  | **Completed?** |
| --- | --- |
| **Module Completion** |  |
| 1. Completed ‘Types of Phishing, I Clicked a Link, Now What?’ module.
 | [ ]  |
| 1. Completed ‘Identify Phishing Attempts, Examples of Phishing’ module.
 | [ ]  |
| **Avoid Phishing Scams** |  |
| 1. I can check the sender of an email.
 | [ ]  |
| 1. I understand how urgency can indicate an attempt.
 | [ ]  |
| 1. I will hover over and think before clicking on links or attachments in emails.
 | [ ]  |
| 1. I understand that the CRA and other companies will not send me threatening emails or calls asking for personal information/to click a link.
 | [ ]  |
| **Check Your Understanding** |  |
| Completed all of the questions below |[ ]

1. **Name five different types of phishing emails.**

|  |
| --- |
|  |
|  |
|  |
|  |
|  |

1. **Explain smishing with an example.**

|  |
| --- |
|  |

1. **What should you do if you click on a phishing link? Why?**

|  |
| --- |
|  |
|  |
|  |
|  |
|  |

1. **How can you identify a phishing email?**

|  |
| --- |
|  |

1. **Explain urgency and how it can help identify a phishing attempt.**

|  |
| --- |
|  |

1. **Why would a scammer consider targeting your personal accounts?**

|  |
| --- |
|  |

1. **Why would a scammer consider targeting your school or work accounts?**

|  |
| --- |
|  |

1. **If you have any other comments about the module, or want to discuss what you learned, please leave feedback here.**

|  |
| --- |
|  |